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*************** Start of the 1st changes ***************
5.6.4
Single PDU session with multiple PDU session anchors

5.6.4.1
General

In order to support traffic offloading or to support SSC mode 3 as defined in clause 5.6.9.2.3, the SMF may control the data path of a PDU session so that the PDU session may simultaneously correspond to multiple N6 interfaces. The UPF that terminates each of these interfaces is said to support an PDU session anchor functionality. Each PDU session anchor supporting a PDU session provides a different access to the same DN.
Editor's note:
The terminology "PDU session anchor" is to be revisited.

Editor's note:
Proper terminology improvement is needed to distinguish Local Break Out (when referring to roaming) and offload for local traffic

This may correspond to

-
The Usage of an UL Classifier functionality for a PDU session defined in clause 5.6.4.2.

-
The Usage of an IPv6 multi-homing for a PDU session defined in clause 5.6.4.3.
In that case, the user plane path to the first PDU session anchor corresponds to the primary branch and all additional user plane paths are considered to be secondary branches. The primary branch is maintained and updated during and after PDU session establishment. Secondary branches are added and removed as needed during the lifetime of the PDU session. 

5.6.4.2
Usage of an UL Classifier for a PDU session

In case of PDU sessions of type IPv4 or IPv6 or Ethernet, the SMF may decide to insert in the data path of a PDU session an "UL CL" (Uplink classifier). The UL CL is a functionality supported by an UPF that aims at diverting (locally) some traffic matching traffic filters provided by the SMF. The insertion and removal of an UL CL is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU session or to remove from the data path of a PDU session a UPF supporting the UL CL functionality either during or after the PDU session establishment. The SMF may include more than one UPF supporting the UL CL functionality in the data path of a PDU session.
The UE is unaware of the traffic diversion by the UL CL, and does not involve in both the insertion and the removal of UL CL. In case of a PDU session of IP type, the UE associates the PDU session with either a single IPv4 address or a single IPv6 Prefix allocated by the network.

Editor's note:
The needs for UE aware UL CL insertion and removal are FFS.
Editor's note:
The normative phase will determine whether it is needed to make the UE aware that access to local services is possible and if yes how.

When an UL CL functionality has been inserted in the data path of a PDU session, there are multiple PDU session anchors for this PDU session. These PDU session anchors provide different access to the same DN.
The UL CL provides forwarding of UL traffic towards different PDU session anchors and merge of DL traffic to the UE i.e. merging the traffic from the different PDU session anchors on the link towards the UE. This is based on traffic detection and traffic forwarding rules provided by the SMF.

The UL CL applies filtering rules (e.g. to examine the destination IP address/Prefix of UL IP packets sent by the UE) and determines how the packet should be routed. The UPF supporting an UL CL may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (per PDU session AMBR).

NOTE 2:
The UPF supporting an UL CL may also support a PDU session anchor for connectivity to the local access to the data network (including e.g. support of tunnelling or NAT on N6). This is controlled by the SMF.

The insertion of an UPF in the data path of a PDU session is depicted in Figure 5.6.4.2-1.
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Figure 5.6.4.2-1 User plane Architecture for the Uplink Classifier

NOTE 3:
The same UPF may support both the UL CL and the PDU session anchor functionalities

In Home Routed case the visited operator is only allowed to use local access to a DN in case the home operator has explicitly allowed it.

5.6.4.3
Usage of IPv6 multi-homing for a PDU session

A PDU session may be associated with multiple IPv6 prefixes. This is referred to as multi-homed PDU session. The multi-homed PDU session provides access to the Data Network via more than one PDU (IPv6) session anchor. The different user plane paths leading to the different PDU session anchors branch out at a "common" UPF referred to as a UPF supporting "Branching Point" functionality. The Branching Point provides forwarding of UL traffic towards the different PDU session anchors and merge of DL traffic to the UE i.e. merging the traffic from the different PDU session anchors on the link towards the UE.
The UPF supporting a Branching Point functionality may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (per PDU session AMBR). The insertion and removal of a UPF supporting Branching Point is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU session or to remove from the data path of a PDU session a UPF supporting the Branching Point functionality either during or after the PDU session establishment.
Multi homing of a PDU session applies only for PDU sessions of IPv6 type.
The use of multiple IPv6 prefixes in a PDU session is characterised by the following:

-
The UPF supporting a Branching Point functionality is configured by the SMF to spread the UL traffic between the IP anchors based on the Source Prefix of the PDU (which may be selected by the UE based on routing information and preferences received from the network).

-
IETF RFC 4191 [8] is used to configure routing information and preferences into the UE to influence the selection of the source Prefix.

NOTE 1:
This corresponds to Scenario 1 defined in IETF RFC 7157 [7] "IPv6 Multihoming without Network Address Translation". This allows to make the Branching Point unaware of the routing tables in the Data Network and to keep the first hop router function in the IP anchors.
-
The multi-homed PDU session may be used to support make-before-break service continuity to support SSC mode 3. This is illustrated in Figure 5.6.4.3-1.
-
When the multi-homing functionality is used to relocate the PDU session anchor on the primary branch to support service continuity case, additional PDU session anchor is allocated and becomes the PDU session anchor on the primary branch.
-
The multi-homed PDU session may also be used to support cases where UE needs to access both a local service (e.g. local server) and a central service (e.g. the internet), illustrated in Figure 5.6.4.3-2.
-
When the multi-homing functionality is used to allocate an additional PDU session anchor to access both a local access to DN, the newly allocated PDU session anchor operates on a secondary branch.
-
When the multi-homing functionality is used relocate the existing PDU session anchor on a secondary branch, an additional PDU session anchor operating on a secondary branch may be allocated.
-
The UE shall use the method specified in TS 23.502 [3], clause 4.3.5.3, to determine if a multi-homed PDU session is used to support the service continuity case shown in Figure 5.6.4.3-1, or if it is used to support the local access to DN case shown in Figure 5.6.4.3-2.
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Figure 5.6.4.3-1: Multi-homed PDU Session: service continuity case

NOTE 2:
The same UPF may support both the Branching Point and the PDU session anchor functionalities
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Figure 5.6.4.3-2: Multi-homed PDU Session: local access to a DN

NOTE 3:
The same UPF may support both the Branching Point and the PDU session anchor functionalities

Editor's note:
Further clarification is needed to highlight in the figures the difference between figure 5.6.4.3-1 that addresses a mobility case and figure 5.6.4.3-2 that addresses local offload i.e. that refers to one of the PDU session anchors being deployed topologically near the AN

In case of HR roaming, the visited operator is allowed to use an IP anchor in the VPLMN only in case the home operator has explicitly allowed it.
Editor's note:
The Relationship between SSC mode 1 and multi-homing is FFS.

*************** End of the 1st changes ****************

*************** Start of the 2nd changes ***************
5.6.9
Session and Service Continuity

5.6.9.1
General

The support for session and service continuity in 5G system architecture enables to address the various continuity requirements of different applications/services for the UE. The 5G system supports different session and service continuity (SSC) modes defined in this clause. The SSC mode associated with a PDU session does not change during the lifetime of a PDU session. The following three modes are specified with further details provided in the next section:
-
A mode (SSC mode 1) where session continuity is maintained, i.e. changes on the user plane are not visible to the UE through the lifetime of that PDU session. For the case of PDU session of IP type, the IP address is preserved.

-
A mode (SSC mode 2) where session continuity is not maintained, but service continuity is maintained, i.e. changes to the user plane can be visible to the UE. For the case of IP type, the IP address need not be preserved in this mode during relocation of the PDU session anchor.

-
A mode (SSC mode 3) where session continuity is not maintained, but service continuity is maintained, i.e. changes to the user plane can be visible to the UE, and additionally, a connection through new PDU session anchor point is established before the previous connection is terminated in order to allow for better service continuity. For the case of IP type, the IP address is not preserved in this mode during relocation of the anchor.
NOTE:
When UL CL applies to a PDU session and the network decides (based on local policies) to allocate additional PDU session anchors to such a PDU session, there is no SSC mode related operations associated to these additional PDU session anchors on the secondary branches as they are not visible from the UE (the same source IP address is used for all PDU session anchors).
5.6.9.2
SSC mode

5.6.9.2.1
SSC Mode 1

For a PDU session of SSC mode 1, session continuity is maintained, i.e. the network will not perform any change of UPF acting as PDU session anchor that would not be transparent for the UE, such as a change of address (e.g. IP address, for PDU sessions of IP type), regardless of the access technology (e.g. Access Type and cells) a UE is successively using to access the network.

In case of a PDU session of IP type, IP continuity is supported regardless of UE mobility events, i.e. the IP address provided at the establishment of the PDU session is maintained during the lifetime of the PDU session.

In this release, for a PDU session of SSC mode 1, if the network (based on local policies) allocates additional PDU session anchors / Prefixes to the PDU session established in SSC mode 1, relocation of these additional PDU session anchors, i.e. on secondary branches, is not restricted by the SSC mode of the PDU session.

SSC mode 1 may apply to any PDU session type and to any access type.

5.6.9.2.2
SSC Mode 2

For PDU session of SSC mode 2, service continuity is maintained, but not session continuity, i.e. the network is able to perform a change of UPF acting as PDU session anchor which would not be transparent for the UE, such as change of IP address or IP prefix for PDU sessions of IP type. The access via the old PDU session anchor is not accessible once the new PDU session anchor to the same data network is established.
For PDU session of SSC mode 2, the network may trigger the release of the PDU session and instruct the UE to establish a new PDU session to the same data network immediately for which, a new UPF acting as PDU session anchor can be selected.
In this release, for a PDU session of SSC mode 2, if the network (based on local policies) allocate additional PDU session anchors / Prefixes to the PDU session, relocation of these additional PDU session anchors, i.e. on secondary branches, is not restricted by the SSC mode of the PDU session.

SSC mode 2 may apply to any PDU session type and to any access type.

5.6.9.2.3
SSC Mode 3

For PDU session of SSC mode 3, service continuity is maintained, but not session continuity, i.e. the network is able to perform a change of UPF acting as PDU session anchor which would not be transparent the UE, such as change of IP address or IP prefix for PDU sessions of IP type. The network allows the establishment of UE connectivity via a new PDU session anchor to the same data network before connectivity between the UE and the previous PDU session anchor is released. When trigger conditions apply, the network decides whether to select a PDU session anchor UPF suitable for the UE's new conditions (e.g. point of attachment to the network).

SSC mode 3 may apply to any PDU session Type and to any access type.

In case of a PDU session of IP Type, during the procedure of change of PDU session anchor on the primary branch,

-
the new IP prefix anchored on the new PDU session anchor may be allocated within the same PDU session (relying on IPv6 multi-homing defined specified in clause 5.6.4) or


-
the new IP address/prefix may be allocated within a new PDU session that the UE is triggered to establish.


After the new IP address/prefix has been allocated, the old IP address/prefix is maintained during some time indicated to the UE and then released.
In this release, for a PDU session of SSC mode 3, if the network (based on local policies) allocate additional PDU session anchors / Prefixes to the PDU session, relocation of these additional PDU session anchors, i.e. on secondary branches, is not restricted by the SSC mode of the PDU session.
5.6.9.2.X
Relocation of PDU Session Anchor on secondary branch
For PDU session of any SSC mode, the network may decide to PDU session anchors on secondary branches by using UL CL functionality or IPv6 multihoming functionality e.g., to support local access to DN. The network (and the UE for IPv6 multihoming) may support relocation of the PDU session anchor on a secondary branch while maintaining the primary branch of the PDU session.
Procedures for relocation of the PDU session anchor relocation on a secondary branch are specified in TS 23.502 [3], clause 4.3.5.
5.6.9.3
SSC mode selection

The SSC mode selection policy shall be used to determine the type of session and service continuity mode associated with an application or group of applications for the UE.

It shall be possible for the operator to provision the UE with SSC mode selection policy. This policy includes one or more SSC mode selection policy rules which can be used by the UE to determine the type of SSC mode associated with an application or group of applications. The policy may include a default SSC mode selection policy rule that matches all applications of the UE.

When an application requests data transmission (e.g. opens a network socket) and the application itself does not specify the required SSC mode, the UE determines the SSC mode associated with this application by using the SSC mode selection policy; and:

a)  If the UE has already an active PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session unless other conditions in the UE do not permit the use of this PDU session. Otherwise, the UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application.

b)  The SSC mode associated with the application is either the SSC mode included in a non-default SSCMSP rule that matches the application or the SSC mode included in the default SSC mode selection policy rule, if present. If the SSCMSP does not include a default SSCMP rule and no other rule matches the application, then the UE requests the PDU session without providing the SSC mode. In this case, the network determines the SSC mode of the PDU session.

The SSC mode selection policy rules provided to the UE can be updated by the operator.

The SMF receives from the UDM the list of supported SSC modes and the default SSC mode per DNN as part of the subscription information.

Editor's note:
Whether SSC mode related subscription is related with slicing is FFS.

If a UE provide an SSC mode when requesting a new PDU session, the SMF selects the SSC mode by either accepting the requested SSC mode or modifying the requested SSC mode based on subscription and/or local configuration.

If a UE does not provide an SSC mode when requesting a new PDU session, then the SMF selects the default SSC mode for the data network listed in the subscription or applies local configuration to select the SSC mode.
The SMF shall inform the UE of the selected SSC mode for a PDU session.

5.6.10
Tunnelling for Unstructured PDU type data

Different Point-to-Point (PtP) tunnelling techniques may be used to deliver Unstructured PDU type data to the destination (e.g. application server) in the Data Network via N6.

Point-to-point tunnelling based on UDP/IP encapsulation as described below may be used. Other techniques may be supported.
When Point-to-Point tunnelling based on UDP/IPv6 is used, the following considerations apply:

-
IPv6 prefix allocation for PDU sessions are performed locally by the (H-)SMF without involving the UE.

-
The UPF(s) acts as a transparent forwarding node for the payload between the UE and the destination in the DN.

-
For uplink, the UPF forwards the received Unstructured PDU type data to the destination in the data network over the N6 PtP tunnel using UDP/IPv6 encapsulation.

-
For downlink, the destination in the data network sends the Unstructured PDU type data using UDP/IPv6 encapsulation with the IPv6 address of the PDU Session and the 3GPP defined UDP port for Unstructured PDU type data. The UPF acting as PDU Session Anchor decapsulates the received data (i.e. removes the UDP/IPv6 headers) and forwards the data identified by the IPv6 prefix of the PDU session for delivery to the UE.

-
The (H-)SMF performs the IPv6 related operations but the IPv6 prefix is not provided to the UE, i.e. Router Advertisements and DHCPv6 are not performed. The SMF assigns an IPv6 Interface Identifier for the PDU session. The allocated IPv6 prefix identifies the PDU session of the UE.
*************** End of the 2nd changes ****************
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